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Mark all answers that apply.  Add an explanation for any responses that you think you need one.

1) In a TURING MACHINE 

a) **The instruction set is the set of response functions that depend on current state and tape value

b) **A program is the initial contents of the tape

c) A state is: read,  write and then move left or right one space

d) **Memory corresponds to a tape

2) CACHE is used to

a) Make RAM appear larger by swapping blocks in and out

b) **Make RAM appear faster by storing frequently used instructions in very fast memory

c) Store blocks that are being transferred from one device to another

d) Makes communication faster by handling data I/O functions

3) A multiplexor (MUX) is needed in a memory chip because

a) Most memory chips store several bits for each address

b) The MUX separates input and output requests

c) **Chips use the same pins for both row and column addresses to save cost on the bus 

d) The MUX provides the refresh for the flip-flop circuits

4) FRAGMENTATION in a DASD refers to

a) **The number of sectors or blocks per track

b) The scattering of sectors for a dataset due to file updates and deletes over time

c) The process of breaking a program into fragments or pages for virtual memory applications

d) The ration of words per block in a program file

5) A DEVICE DRIVER is

a) **A routine in the operating system that manages specific attached devices

b) A user program that manages individual devices

c) Responsible for processing error messages from I/O devices and fixing the problem if possible

d) A batch program that operates primarily to send data to I/O devices in a uniprogramming environment

6) A multi-programming OPERATING SYSTEM

a) Does not need device drivers

b) Switches from program to program by swapping the entire contents of memory to DASD

c) **Restarts after an interrupt by storing the contents of the CPU registers for reinitialization

d) Is contained in firmware

7) What are differences between voice and data circuits

a) Voice circuits have to be faster to avoid latency

b) Voice communications are analog from end to end and data is digital

c) **Voice circuits must limit latency

d) **Voice circuits do not perform error checks

8) Contention in an Ethernet LAN refers to

a) ++Two nodes can transmit at the same time and interfere with each other

b) **Whichever node gets the network first can use it

c) The way that a node that has a multiple packets reserves the network

d) ++When a node detects a collision it continues transmitting to assure that all nodes detect contention

9) Category 5 cable is

a) Fiber optic glass

b) Single cable copper

c) **8 wire copper

d) 5 wire copper

10) Which of the following functions are handled at OSI layer 3

a) MAC addressing

b) **Network Addressing

c) Wiring standards

d) ++Error Checking

11) 10BaseT is a communication standard that specifies:

a) 100 Megabits Per Second

b) Fiber Optic connectors

c) Multiple channels on the same connections

d) **Unshielded Twisted Pair wiring

12) The ability of a product to be expanded to different size machines and still operate is

a) **Scalability

b) ++Interoperability

c) Buy-in

d) Message oriented coordination

13) What is MIDDLEWARE?

a) Software that identifies network addresses and updates router tables

b) Programs that run backbone networks between LAN and WAN protocols

c) Programming languages such as C or JAVA that are used for servers in client/server systems

d) **Provides services to client/server applications that simplify programming of the interfaces

14) LAYER 2 SWITCHES 

a) **Read only the header of a message

b) Are appropriate for forwarding based on network addresses

c) Operate in software

d) **Maintain forwarding tables (e.g. routing tables)

15) A single threaded software product

a) **Can support only one user at a time

b) Is well suited to being shared by several clients on a server

c) Tends to be very efficient because it uses remote procedure calls

d) **Needs one copy of the software for each user

16) A reason for IT managers to determine the businesses basic strategy is

a) Most businesses do not know how to develop a strategy that takes advantage of technology

b) **The kind of infrastructure that a company will support is different for different strategies

c) Ignoring business strategy usually leads to outsourcing information services

d) **Infrastructure cannot usually be justified on the basis of a single project

17) A company that seeks to add value by customizing products to suit buyer preference is following a

a) Niche Strategy

b) Technological Excellence Strategy

c) **Customer Focus Strategy

d) Low Cost Strategy

18) Reach, Range and Response refer to

a) Latency, bandwidth and packet size

b) Basic parameters of a service level agreement

c) **Locations, application mix and communication requirements

d) Customer focus, required technical excellence and cost control

19) Problems with effective security include

a) **Security is resisted by organizations since it reduces efficiency

b) There are no good encryption routines for communicating with external customers

c) **Internal and accidental violations are as costly as external threats

d) **Security must be balanced against risk or it is too costly

20) A HOT SITE for disaster recovery is

a) A location that is at very high risk for security compromise

b) A location that would be very expensive (“hot”) if it were compromises

c) A site that supports Host Only Technology for access protection

d) **A location whose computers can take over if a disaster occurs

21) Firewalls are a security tool that

a) Provide public keys to trusted partners

b) **Accept packets only from trusted sources

c) Duplicates data for recovery in case of a disaster

d) ++Provides user authentication based on the MAC address

22) Users of an encryption system use a PUBLIC KEY to

a) Encode and decode messages

b) **Encode but not decode messages

c) Decode but not encode messages

d) Communicate to a trusted third party to obtain a message key

23) PACKET SNIFFING in a network is

a) Using a firewall to keep out unwanted messages

b) Changing the source address in a message you send to pretend it comes from a second location

c) Using an encryption scheme to be certain that a password is still current

d) **Reading every packet on a network

24) A GORILLA vendor is

a) A customer that can dictate the price of services he buys

b) **A vendor that has a controlling market share of a critical technology

c) A vendor of a new product that will demand industry acceptance

d) A vendor of an old product that has a large, but declining market share

25) JOB SCHEDULING technology in a network

a) **Starts batch jobs when planned

b) Keeps track of what version of software each node supports

c) **Assures that jobs that depend on each other run to completion in the right order

d) Manages interrupts so that multiple jobs can be scheduled at once

26) An AGENT is

a) **A program that runs on a remote machine and reports results back to the managing node

b) A program that checks each machine in a network to determine what programs it has loaded

c) An internal auditor specializing in information security

d) Software whose license lets it run on any station as long as no more than the licensed number of versions is running at once

27) Which of the following are desirable properties of METRICS?

a) Focus on profit rather than cost

b) Vary from month to month to capture changing priorities

c) **Be used by the people who collect them

d) **Be auditable

28) Which of the following normally indicate a winning technology?

a) First to market

b) Best in market

c) **Large market share

d) **Low cost
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